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Privacy Policy 

Effective Date: 16 March 2020 

1. About this Policy  

We are committed to respecting the privacy of your personal information. 

In this Privacy Policy, we use the terms “us”, “we”, “our” and “Korex” to refer to Korex Pty 

Ltd ACN 629 700 205 as trustee for Hazrem Australia Unit Trust and its subsidiaries.  

This Privacy Policy explains how we collect, store, use and disclose personal information.  

We are bound by the Privacy Act 1988 (Cth) (Privacy Act) including the Australian Privacy 

Principles contained in the Privacy Act and are committed to protecting personal 

information we may hold at any time in respect of any individual, in accordance with those 

requirements. 

Those principles do not apply to certain records and practices relating to the employment 

relationship between us and our employees.  In addition, certain disclosures of personal 

information between related bodies corporate do not have the same protection as 

disclosures to other persons. 

The Service is a single-day licence to use the method set out in patent number 2017254853 

(“Method and apparatus for separating solid contaminant material from soil”) for the date 

nominated in the certificate issued by us (“Service”).  

This Privacy Policy should be read in conjunction with, and is subject to:  

• any other privacy or collection notice that we may provide to you when we collect 

your personal information or provide a particular product or service including the 

Service;  

• any terms and conditions of use which govern your access to and use of each of our 

products and services or the Service; and 

• Our User Terms which can be found at www.korex.com.au 

2. Who does this Privacy Policy apply to? 

This Privacy Policy applies to: 

• users of the Service; and 
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• other individuals whose personal information is collected by us during the conduct 

of our business,  

collectively referred to as “you” or “Users”.   

3. What is “personal information”? 

“Personal information” is information or an opinion about an individual or an individual who 

is reasonably identifiable, whether the information or opinion is true or not, or is recorded 

in a material form or not.  Personal information does not include “aggregate” information, 

which is data we collect about the use of the Service (and which does not include 

information or an opinion about an identified individual or an individual who is reasonably 

identifiable).  Our Privacy Policy does not restrict or limit our collection and use of aggregate 

information. 

4. How do we collect personal information? 

We ordinarily collect personal information directly from you or where it is provided to us 

with your authority (e.g. from a person appointed to act on your behalf).  We may also be 

required to collect personal information about you from a third party.   

We will only collect personal information which is reasonably necessary for, or directly 

related to, our functions or activities. 

The personal information you may provide to us includes your contact information (such as 

name, address, email address and phone numbers) and financial information (such as bank 

account and credit card details) that is entered in relation to our Service.   

We may also collect personal information about you because we are required or authorized 

by law to collect it.   

You may choose not to provide us with certain information, but then you may not be able to 

take advantage of the Service or certain features of the Service or facilitate the provision of, 

the products and services you request.   

When you contact us, we may keep a record of your communication to help solve any issues 

you might be facing. We may use your email address to inform you about the Service. 

We will ask for your consent before using information for a purpose other than those that 

are set out in this Privacy Policy. 

Third Party Information 



 

 

In addition to the information you directly provide Korex, we may collect additional 

information about you from third parties and other verification services such as credit 

bureaus and accreditation bodies.  

Personal information automatically collected 

We automatically receive and record information on our server logs from your browser or 
smartphone including your hardware model, operating system version, device identifiers, 
browser type, IP address and geographical location. 

We also collect and use information about your interactions in relation to the Service in a 

manner and format that does not identify you as an individual (“non-personally identifiable 

information”). We may collect, use, and disclose the following types of non-personally 

identifiable information: 

Analytics information 

We use third-party analytics tools to help us measure traffic and usage trends in relation to 

the Service. These tools collect information sent by your browser or smartphone app as part 

of a web or application page request, including the pages you visit, your browser add-ons, 

your browser’s or device’s width and height, and other information that assists us in 

improving the Service.  We may collect and use this analytics information together with your 

personally identifiable information to build a broader profile of our Users so that we can 

serve you better, to improve the Service and for internal business purposes. We may 

disclose this combined information to our third-party business partners in aggregated, 

anonymised form as described below. 

Browser cookies 

We use Google Analytics a web analytics service provided by Google, Inc. to monitor web 
traffic and behaviour. Google Analytics sets a cookie on your computer (simple text file) in 
order to evaluate visitors' use of our website and this helps us to understand where visitors 
come from. No personally identifiable information is collected through the use of these 
cookies. Google stores the information collected by their cookies on servers in the United 
States. 
 
Google may also transfer this information to third parties where required to do so by law, or 
where such third parties process the information on Google's behalf. Google will not 
associate your IP address with any other data held by Google. 

 

Telephone recordings 

When you call us on the telephone, we may monitor and, in some cases, record the 

telephone conversation for staff training and record-keeping purposes.  Further, when we 



 

 

communicate with you by email, we may use technology to identify you so that we will be in 

a position to know when you have opened the email or clicked on a link in the email. 

5. How do we store personal information? 

We store your personal information in a number of ways including: 

• in electronic systems and devices; 

• in telephone recordings; 

• in paper files; and 

• document retention services off-site. 

This may include storage on our behalf by third party service providers.  See our comments 

below about how we protect your personal information. 

6. How we use the personal information we collect 

How we use the personal information we collect about you depends on your relationship 

with us.  In general, the personal information provided to us is used for such purposes as: 

• to provide the Service; 

• to manage our ongoing relationship with you; 

• to verify accounts and activities, to monitor suspicious or fraudulent activities; 

• to process payment transactions and keep you advised as to the status of a 

payment; and 

• respond to your inquiries, resolve disputes and provide support. 

We use personal information for the purposes described in our Privacy Policy or elsewhere 

on our website or the app or as otherwise disclosed to you at the time the information is 

collected or as permitted by law.   

Direct marketing 

Direct marketing involves communicating directly with you for the purpose of promoting the 

Service or the goods or services of a third party organisation.  From time to time, we may 

use your personal information for marketing purposes.  This includes sending you updates 

about new products and services that we or third party organisation’s are offering.  When 

we contact you, it may be by mail, telephone, email, SMS or through any other means.  

When we use your personal information for the purpose of marketing, we will: 



 

 

• allow you to ‘opt out’ or in other words, allow you to request not to receive further 
direct marketing communications of the relevant type; and 

• comply with a request by you to ‘opt-out’ of receiving further communications of 
that type within a reasonable timeframe. 

You may ask to be removed from our marketing lists for any or all types of direct marketing 

at any time by contacting us. You can unsubscribe from our direct marketing, or change your 

contact preferences by either contacting us at connect@korex.com.au, or use the 

unsubscribe feature for email or SMS communications. If you opt out, we may still send you 

non-promotional emails, such as emails about your accounts or our ongoing business 

relations. 

7. What Information do we share with third parties? 

We will not share the personal information we collect from you in relation to the Service 

with third parties, except as described in this Privacy Policy or in the provision of the Service 

or as otherwise disclosed to you or as permitted by law.  By way of example, we share 

personal information with third parties as follows: 

• with service providers, contractors, affiliates, agents, related bodies corporate and 
business partners who are working with us in connection with the Service; 

• with financial institutions and payment processors including banks and non-bank 
financial institutions in the course of processing transactions; 

• when you give us your consent to do so, including if we notify you that the 
information you provide will be shared in a particular manner and you provide such 
information; 

• when we are lawfully authorized or required to do so or where doing so is 
reasonably necessary or appropriate to comply with the law or legal processes or to 
respond to legal authorities, including responding to lawful subpoenas, warrants or 
court orders; 

• to enforce or apply our Privacy Policy, our User Terms or our other policies or 
agreements; 

• in connection with, or during negotiations of, any merger, sale of company assets, 
financing or acquisition, or in any other situation where personal information may be 
disclosed or transferred as one of the business assets of us; and 

• otherwise as permitted or required by law. 

We may disclose personal information we collect about you to third parties for a variety of 

purposes in connection with the Service. We may also disclose personal information that 

has been updated or changed (such as an updated address or contact information) to third 

parties for a variety of purposes in connection with the Service.  



 

 

Where we disclose your personal information to third-parties we will use reasonable 

endeavors to ensure that such third parties only use your personal information as 

reasonably required for the purpose we disclosed it to them and in a manner consistent 

with the Australian Privacy Principles under the Privacy Act.  

8. How do we protect personal information? 

Although no data transmission can be guaranteed to be 100% secure, we take reasonable 

steps to ensure that your personal information is accurate, complete, up-to-date, relevant 

and stored securely. We also take all reasonable steps to ensure that the personal 

information we hold is protected from misuse, interference and loss and unauthorised 

access, modification or disclosure.  These include: 

• using appropriate information technology and processes; 

• restricting access to your personal information to our employees and those who 

perform services for us who need your personal information to do what we have 

engaged them to do; 

• protecting paper documents from unauthorized access or use through security 

systems we deploy over our physical premises; 

• using computer and network security systems with appropriate firewalls, encryption 

technology and passwords for the protection of electronic files; 

• securely destroying or “de-identifying” personal information if we no longer require 

it subject to our legal obligations to keep some information for certain prescribed 

periods; and 

• strong encryption technology to safeguard the account registration process and sign-

up information. 

Although we take reasonable measures to ensure the security of personal information 

stored by us, we cannot guarantee that they are absolutely secure from malicious third-

party circumvention of security measures on our electronic resources (including our website 

and app), whether those resources are at any of our premises or those of our service 

providers.  You submit information over the Internet at your own risk. 

Please note that third party recipients of personal information, including our service 

providers that provide the information, may have their own privacy policies and we are not 

responsible for their actions, including their handling of personal information.  We cannot 

control the actions of other users with whom you share your information.  



 

 

9. Does personal information leave Australia? 

Our principal place of processing is Australia.  Any payments information is processed and 

stored exclusively in Australia.  

However, we may disclose personal information to our related bodies corporate, service 

providers, and processing partners, that are located outside of Australia.  Some of the third 

parties to whom we disclose your personal information are located outside of Australia. 

These countries may include the United States of America, Ireland or the United Kingdom. 

We will only disclose personal information to an overseas recipient for the primary purpose 

for which it was collected, unless an exception applies under the Privacy Act.  See “How do 

we use the personal information we collect?” above. 

Except in some cases where we may rely on an exception under the Privacy Act, we will take 

reasonable steps to ensure that such overseas recipients do not breach the Australian 

Privacy Principles in the Privacy Act in relation to such information. 

10. Can I opt-out of providing personal information? 

If you do not wish to have your personal information used or disclosed in a manner 

described in this Privacy Policy, you can contact us.  However, please note that if you do so, 

you may not be able to access, or use, all or part of the Service.  Notwithstanding this, we 

may still use or disclose your personal information if:  

• we subsequently notify you of the intended disclosure and you do not object to that 

use or disclosure;  

• we believe that the use or disclosure is reasonably necessary to assist a law 

enforcement agency or an agency responsible for government or public security in 

the performance of their functions;  

• to enforce our terms and conditions;  

• to protect our rights; or 

• we are required by law to disclose the information. 

11. Notification of Data Breach  

An “eligible data breach” arises when either: 

• there is unauthorised access or disclosure of personal information and a 
reasonable person would conclude that the disclosure or access is likely to result 
in serious harm to those individuals affected; or 

• information is lost in circumstances where unauthorised access or disclosure is 



 

 

likely to occur and assuming that unauthorised access or disclosure were to 
occur, a reasonable person would conclude that the disclosure or access is likely 
to result in serious harm to the affected individuals. 

If we become aware that there are reasonable grounds to suspect that there has been an 

“eligible data breach”, we will prepare a statement including: 

• our identity and contact details; 

• a description of the eligible data breach; 

• the types of information concerned; and 

• recommendations about the steps that you should take to protect yourself or 
mitigate harm. 

We will provide this statement to the Privacy Commissioner and we will take steps to notify 

affected individuals directly or indirectly via a notice on our website.  

12. Accessing and correcting personal information 

We take reasonable steps to ensure that your personal information is accurate, complete 

and up-to-date.  You may request access to the personal information we hold about you at 

any time by contacting our Privacy Officer by email at connect@korex.com.au or by post at 

PO Box 366, South Melbourne, VIC, 3205.   

In certain circumstances, we may be unable to give you access to all of your personal 

information in our possession.  Some of these circumstances include: 

• where giving you access would compromise some other person’s privacy; 

• where giving you access would disclose commercially-sensitive information of ours 

or any of our agents or contractors; 

• where we are prevented by law from giving your access; or 

• where the personal information your request relates to existing or anticipated legal 

proceedings. 

If we are unable to give you access, we will consider whether the use of an intermediary is 

appropriate and would allow sufficient access to meet the needs of both parties.   

Where we do grant access to your information, we may charge you a fee for accessing your 

personal information. 

Under the Privacy Act, you also have a right to request that we correct information that you 

believe to be inaccurate, out of date, incomplete, irrelevant or misleading.   



 

 

If at any time you believe that personal information about you is inaccurate, out of date, 

incomplete, irrelevant or misleading, please advise us by contacting our Privacy Officer by 

email at connect@korex.com.au or by post at PO Box 366 South Melbourne, VIC, 3205, and 

we will take all reasonable steps to correct the information. 

If we do not correct the information, you can also ask us to include with the information 

held, a statement from you claiming the information is not correct. 

If there is a denial of access to your personal information or a dispute as to the correctness 

of any personal information held, we will provide you with reasons for the denial or our 

refusal to correct the personal information.  If you disagree with our decision for the denial 

or refusal to correct the personal information, you may request that we review the decision 

via our complaints handling procedures which are outlined below. 

13. Complaints Handling Process 

We are committed to resolving any complaint you may have.  Complaints can be received in 

several different ways: 

• in person; 

• in writing; 

• via email; or 

• via our website. 

Internal Dispute Resolution  

Our representative will be in contact with you regarding your complaint and will let you 

know who will be assisting you, their contact details and the expected resolution date of 

your issue within 48 hours. 

If the issue is a more complicated one, we may ask you for additional documentation to help 

resolve the issue.  In turn, we will keep you updated on the progress of your complaint.  We 

may provide you with information on how to contact an external dispute resolution scheme.   

Customers may contact the Privacy Officer by any of the following means: 

Mail:  Attention: Privacy Officer 

  Korex Pty Ltd 

  PO Box 366, South Melbourne, Victoria, 3205 



 

 

In the unlikely event that your complaint remains unresolved to your satisfaction through 

the internal procedures outlined above, you may elect to contact the Office of the 

Australian Information Commissioner (OAIC) if you have a complaint about the way we 

handle your personal information at: 

GPO Box 5218 

Sydney  NSW  2001 

Email: enquiries@oaic.gov.au 

www.oaic.gov.au 

14. Changes to this Privacy Policy 

We may revise or modify this Privacy Policy from time to time. The most current version of 

the Privacy Policy will govern our processing of your personal data and will always be at 

www.korex.com.au. If we make a change to this Privacy Policy, we may notify you via an 

email to the email address associated with your account. By continuing to use the Service 

after those changes become effective, you agree to be bound by the revised Privacy Policy.  

This Privacy Policy replaces any of our other Privacy Policies which have been issued before 

the date of this Privacy Policy. 

15. Contacting Us 

If you have any further questions or concerns about the way we manage your personal 

information, including if you think we have breached the Australian Privacy Principles, 

please contact: 

Privacy Officer 

Email: connect@korex.com.au 

Korex Pty Ltd 

PO Box 366, South Melbourne, Victoria, 3205 
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